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>>>>BEGINNING OF CHANGES<<<<
>>>> NEXT CHANGES<<<<
4.15.10
AF specific UE ID retrieval

This clause contains the detailed description and the procedures for the AF specific UE ID retrieval. The AF specific UE Identifier is represented by the External Identifier as defined in TS 23.003 [33].

NOTE 1:
After retrieving AF specific UE ID, the AF can invoke NEF provided services (e.g. location monitoring).
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Figure 4.15.10-1: AF specific UE ID retrieval

1.
AF requests to retrieve UE ID via the Nnef_UEId_Get service operation. The request message shall include UE address (IP address or MAC address) and AF Identifier, it may include, MTC Provider Information, Application Port ID, IP domain. The MTC Provider Information identifies the MTC Service Provider and/or MTC Application. If available the AF may also provide the corresponding DNN and/or S-NSSAI.

NOTE 2:
The MTC Provider Information can be used by any type of Service Providers (MTC or non-MTC) or Corporate or External Parties for, e.g. to distinguish their different customers.

NOTE 3:
The case where UE IP address provided by the AF to the NEF corresponds to an IP address that has been NATed (Network and Port Address Translation) is not supported in this release.

NOTE 4:
The Application Port ID is as defined in Nnef_Trigger_Delivery.

NOTE 5:
The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g. based on the requesting AF).

2.
The NEF authorizes the AF request. If the authorisation is not granted, the NEF replies to the AF with a Result value indicating authorisation failure; otherwise the NEF proceeds with the following steps. The NEF determines corresponding DNN and/or S-NSSAI information: this may have been provided by the AF or is determined by the NEF based on the requesting AF Identifier, MTC Provider Information.

3-4.
The NEF uses the Nbsf_Management_Discovery service operation with UE address and IP domain and /or DNN and/or S-NSSAI to retrieve the session binding information of the UE. If no SUPI is received in the session binding information from the BSF, the NEF replies to the AF with a Result value indicating that the UE ID is not available.

5.
The NEF interacts with UDM to retrieve the AF specific UE Identifier via the Nudm_SDM_Get service operation. The request message includes SUPI and at least one of Application Port ID, MTC Provider Information or AF Identifier.

6.
The UDM responds to the NEF with an AF specific UE Identifier represented as an External Identifier for the UE which is uniquely associated with the Application Port ID, MTC provider Information and/or AF Identifier.

7.
The NEF further responds to the AF with the information (including the AF specific UE Identifier represented as an External Identifier) received from the UDM.
4.15.10A

Authorization of usage of an AF specific UE ID
To authorize the usage of the AF specific UE ID by the AF, the NEF and the PCF interact with the UDM.
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1.
The AF calls any of the following NEF or a PCF service operations which require as input the AF ID and the AF specific UE ID:
-
PCF service operations: Npcf_PolicyAuthorization_Create, Npcf_PolicyAuthorization_Subscribe,  Npcf_AMPolicyAuthorization_Create, Npcf_AMPolicyAuthorization_Subscribe;
-
NEF service operations: Nnef_EventExposure_Subscribe, Nnef_ParameterProvision_Update, Nnef_ParameterProvision_Create, Nnef_ParameterProvision_Get, Nnef_Trigger_Delivery, Nnef_TrafficInfluence_Create, Nnef_TrafficInfluence_Get, Nnef_MSISDN-less_MO_SMSNotify, Nnef_ServiceParameter_Create, Nnef_APISupportCapability_Subscribe, Nnef_APISupportCapability_Notify, Nnef_APISupportCapability_Unsubscribe, Nnef_NIDDConfiguration_Create, Nnef_NIDDConfiguration_TriggerNotify, Nnef_NIDDConfiguration_UpdateNotify, Nnef_NIDD_Delivery, Nnef_NIDD_DeliveryNotify, Nnef_AnalyticsExposure_Subscribe, Nnef_AnalyticsExposure_Fetch, Nnef_ECRestriction_Get, Nnef_ECRestriction_Update, Nnef_ApplyPolicy_Create, Nnef_Location_LocationUpdateNotify, Nnef_AMPolicyAuthorization_Create.
2.
The NEF or the PCF checks if the AF is authorized to use the provided AF specific UE ID. If there is no local mapping between AF ID and AF specific UE ID, then steps 3-6 are executed, otherwise they are skipped.
3.
The NEF or the PCF forwards the AF ID and the AF specific UE ID to the UDM by calling the Nudm_AFSpecificUEID authorization request.
4.
The UDM checks internally if the AF specific UE ID is associated to the AF ID provided in step 2.
5.
In the Nudm_AFspecificUEID authorization response the UDM indicates whether or not the AF is authorized to use the AF specific UE ID provided in step 2.
6.
The NEF or the PCF store locally the result of the authorization check for the AF ID/AF specific UE ID.
7.
Depending on the result of the authorization check, the NEF or the PCF may continue the service operation initiated in step 1 (in case of successful authorization) or it may reject the request of the step 1 (in case of unsuccessful authorization).
>>>> NEXT CHANGES<<<<
5.2.3
UDM Services
5.2.3.1
General

The following table illustrates the UDM Services and Service Operations.

Table 5.2.3.1-1: NF services provided by UDM

	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Subscriber Data
	Get
	Request/Response
	AMF, SMF, SMSF, NEF, 5G DDNMF, TSCTSF

	Management
	Subscribe
	Subscribe/Notify
	AMF, SMF, SMSF, NEF, 5G DDNMF

	(SDM)
	Unsubscribe
	Subscribe/Notify
	AMF, SMF, SMSF, NEF, 5G DDNMF

	
	Notification
	Subscribe/Notify
	AMF, SMF, SMSF, NEF, GMLC, 5G DDNMF

	
	ModifySubscription
	Subscribe/Notify
	AMF, SMF, SMSF, NEF, 5G DDNMF

	
	Info
	Request/Response
	AMF, NEF

	UE Context
	Registration 
	Request/Response
	AMF, SMF, SMSF

	Management
	DeregistrationNotification
	Subscribe/Notify
	AMF

	(UECM)
	Deregistration
	Request/Response
	AMF, SMF, SMSF

	
	Get
	Request/Response
	NEF, SMSF, GMLC, NWDAF, SMF

	
	Update
	Request/Response
	AMF, SMF

	
	PCscfRestoration
	Subscribe/Notify
	AMF, SMF

	
	SendRoutingInfoForSM
	Request/Response
	SMS-GMSC

	UE
	Get
	Request/Response
	AUSF

	Authentication
	ResultConfirmation
	Request/Response
	AUSF

	EventExposure
	Subscribe
	Subscribe/Notify
	NEF (NOTE), NWDAF, SMS-GMSC

	
	Unsubscribe
	
	NEF (NOTE), NWDAF, SMS-GMSC

	
	Notify
	
	NEF (NOTE), NWDAF, SMS-GMSC

	
	ModifySubscription
	
	NEF (NOTE), NWDAF, SMS-GMSC

	Parameter
	Update
	Request/Response
	NEF, AMF

	Provision
	Create
	Request/Response
	NEF

	
	Delete
	Request/Response
	NEF

	
	Get
	Request/Response
	NEF

	NIDDAuthorisation
	Get
	Request/Response
	NEF

	
	UpdateNotify
	Subscribe/Notify
	NEF

	ServiceSpecificAuthorisation
	Create
	Request/Response
	NEF

	
	UpdateNotify
	Subscribe/Notify
	NEF

	ReportSMDeliveryStatus
	Request
	Request/Response
	SMS-GMSC

	AFSpecificUEID
	Verify
	Request/Response
	NEF, PCF

	NOTE:
Other NFs are allowed to consume the service based on roaming agreement or operator policy.


>>>> NEXT CHANGES<<<<
5.2.3.X
Nudm_AFSpecificUEID service

5.2.3.X.1
General

Service description: This service is to verify whether an AF is authorized to use an AF specific UE ID. See clause 4.15.10A for details.
5.2.3.X.2
Nudm_AFSpecificUEID_Verify service operation

Service operation name: Nudm_AFSpecificUEID_Verify
Description: Check if the AF is authorized to use an AF specific UE ID.

Inputs, Required: AF Identifier, AF specific UE ID.

Inputs, Optional: None.

Outputs, Required: Indication whether the AF is authorized to use the AF specific UE ID.

Outputs, Optional: None.
>>>>END OF CHANGES<<<<
1. Nnef_UEId_Get request
AF
NEF
BSF

2. Authorization

3. Nbsf_Management_Discovery request

4. Nbsf_Management_Discovery response

UDM

7. Nnef_UEId_Get response

5. Nudm_SDM_Get request
6. Nudm_SDM_Get response



1. Nnef/Npcf service operation (AF ID, AF specific UE ID)
AF
NEF/PCF

UDM


3. Nudm_AFspecificUEID authorization request
(AF ID, AF specific UE ID)
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